
The Risk-Based Vulnerability 
Management Platform

One platform for complete Risk-Based 

Vulnerability Management

Comprehensive visibility into your cyber footprint via 

Risk-Based Vulnerability Management, External Attack 

Surface Management, and Penetration Testing as a Service. 

Discover and continuously monitor your organization’s attack surface, 

perform automated network vulnerability scanning and DAST on-

demand, on a schedule, or continuously.  All automated assessment 

results are 100% validated findings and include expert remediation 
guidance. Edgescan’s certified security experts provide consultancy-
grade penetration testing of your most critical assets, with all findings 
delivered to the platform, unlimited retesting of findings, and reporting 
on-demand.

Unite best-in-class testing across networks, APIs, web applications, 

and mobile applications to clearly understand and track your risk 

posture. Contextualize your organization’s risk with validated vulnerability 
intelligence, traditional scoring and reference systems, and Edgescan’s 

proprietary risk rating systems to prioritize the most important 

vulnerabilities first.

Full-stack coverage and a hybrid approach ensure you can have a true 

understanding of your attack surface, and the vulnerabilities within. 

Edgescan gives your team everything they need to maintain a proactive 

and robust risk-based vulnerability management program.

Key features and benefits:
Hybrid approach – Automated vulnerability 

assessments, validated vulnerability 

intelligence, consultancy-grade penetration 

testing 

Unlimited automated scanning – For network 

infrastructure, APIs, and web applications 

Validated vulnerabilities – 100% verified, false-
positive free  

Consultancy-grade penetration testing – 

Delivered as a service by certified security 
experts

Risk-based vulnerability intelligence – 

Contextualized risk through traditional and 
proprietary systems

Unlimited retesting – Retest any vulnerability, 

anytime 

Expert remediation guidance and support – 

Direct access to certified pen testers
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Core Edgescan Products

Edgescan Penetration Testing as a Service (PTaaS)

Consultancy-grade network penetration test, API, mobile or web application business logic assessment 

performed by Edgescan’s team of certified security experts.  All results delivered via the Edgescan RBVM 
Platform include unlimited retesting of all findings. Includes automated scanning of target asset(s) 
(i.e. Edgescan NVS, Edgescan DAST, Edgescan DAST for APIs).

Edgescan Dynamic Application Security Testing (DAST) 

Automated DAST for web applications, with a 100% validated result. Includes Edgescan NVS for the 
underlying host(s).

Edgescan DAST for APIs

Automated DAST for APIs, with a 100% validated result. Includes Edgescan NVS for the underlying host(s). 

Edgescan Network Vulnerability Scanning (NVS)

Automated vulnerability scanning for layer 2 and 3 network infrastructure, peripherals, and workstations, 

with a 100% validated result.

Edgescan Mobile Application Security Testing (MAST) 

A combination of a native device penetration testing and forensic analysis of a mobile application, as 

well as business logic assessment of the underlying API for the mobile OS (iOS or Android), performed 
by Edgescan’s team of industry certified security experts.  All results delivered via the Edgescan RBVM 
Platform include unlimited retesting of all findings. Includes Edgescan DAST for APIs on the mobile 
application’s underlying API.

Edgescan External Attack Surface Management (EASM) 

Provides visibility of an enterprise’s internet-facing assets. Seamlessly identify assets requiring more 

comprehensive vulnerability assessment and transition them to an appropriate level of vulnerability 

testing.  Continuously monitor your attack surface for shadow IT, rogue APIs, and alert on changes.


